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GİRİŞ
Elektronik Güvenlik Sistemleri Uzmanı (Seviye 5) Ulusal Yeterliliği 19/10/2015 tarihli ve 29507 sayılı Resmi Gazete’de yayımlanan Ulusal Meslek Standartlarının ve Ulusal Yeterliliklerin Hazırlanması Hakkında Yönetmelik ve 27/11/2007 tarihli ve 26713 sayılı Resmi Gazete’de yayımlanan Mesleki Yeterlilik Kurumu Sektör Komitelerinin Kuruluş, Görev, Çalışma Usul ve Esasları Hakkında Yönetmelik hükümlerine göre MYK’nın görevlendirdiği Bilişim, Güvenlik ve Elektronik İşverenleri Sendikası tarafından hazırlanmış, sektördeki ilgili kurum ve kuruluşların görüşleri alınarak değerlendirilmiş ve MYK Elektrik ve Elektronik Sektör Komitesi Sektör Komitesi tarafından incelendikten sonra MYK Yönetim Kurulunca onaylanmıştır. 
TERİMLER, SİMGELER VE KISALTMALAR
ACİL ANONS SİSTEMİ: Yangın, deprem veya acil durumlarda genellikle yangın alarm sistemiyle entegre çalışan, binadaki kişilere hoparlörler aracılığıyla tahliye mesajları ileten sesli uyarı ve yönlendirme yapan sistemi,

ACİL DURUM: Yapının tamamında veya bir kısmında meydana gelebilecek veya işyerini dışarıdan etkileyebilecek yangın, patlama, tehlikeli kimyasal maddelerden kaynaklanan yayılım, zehirlenme, salgın hastalık, radyoaktif sızıntı, sabotaj ve doğal afet gibi ivedilikle müdahale gerektiren olayları,
ANKRAJ: Bir ekipmanı, konstrüksiyonu veya taşıyıcı elemanı beton, duvar veya zemine güvenli şekilde sabitlemek için kullanılan bağlantı elemanını,

BARİYER SİSTEMİ: Otopark, tesis girişi veya güvenlik noktalarında araç giriş-çıkışlarını kontrol etmek amacıyla kullanılan elektromekanik engelleme sistemini,

BİNA YÖNETİM SİSTEMİ (BYS): Bir yapıdaki tüm elektronik güvenlik sistemlerini (İklimlendirme-havalandırma, aydınlatma, enerji ve güvenlik sistemleri vb.) tek merkezden izleyen ve kontrol eden akıllı sistemi,

BÖLGE (ZONE): Yangın, Acil Anons, CCTV veya BYS sistemlerinde dikey, düşey veya yatay binalarda mahallerin ayrılmasını,
CCTV GÜVENLİK SİTEMİ: Güvenlik, izleme ve olay sonrası inceleme amaçlı bina veya tesis içindeki alanları kameralar aracılığıyla izleyen, kayıt altına alan sistemi,

DAĞINIK YAPI: Bağımsız farklı sistemlerin merkezi bir sisteme entegre edilerek tek bir noktadan kontrol edilmesini,

DARBE SENSÖRÜ: Bir nesneye fiziksel bir darbe geldiğinde bunu algılayarak alarm veren sensörü,
DEVREYE ALMA: Kurulumu tamamlanan bir sistemin fonksiyon testleri, ayarlamalar ve onay adımları ile test edilip çalışır hale getirilmesi sürecini,

ELEKTRONİK GÜVENLİK SİSTEMLERİ: Elektronik cihazlarla yapının güvenliğini sağlamak amacıyla kullanılan sistemleri,
ELEKTRONİK GÜVENLİK CİHAZLARI: Güvenlik sağlamak amacıyla kullanılan elektronik güvenlik kameraları, pır hareket dedektör, ısı ve duman dedektörü, ışın dedektörleri, manyetik kontak, su basma dedektörü, panik butonu, darbe sensörü, harici ve dahili sirenler vb cihazları,
ELLE STANDART YEDEKLEME: Verilerin manuel olarak yedeklenmesi işlemini,

EMPEDANS ÖLÇÜMÜ: Bir devrenin veya kablonun toplam elektriksel direncinin (AC direncinin) ölçülmesini, 

FIRMWARE: Elektronik cihazların donanımını çalıştıran ve kontrol eden sabit yazılımları,
FONKSİYONEL TEST: Bir sistemin devreye alma öncesi uygulanan tasarım ve işlevsel gereksinimlere uygun şekilde çalışıp çalışmadığını doğrulamak amacıyla yapılan testi,

GERİ OYNATMA: CCTV sistemlerinde kayıt altına alınmış görüntülerin zaman çizelgesi üzerinden yeniden izlenmesi işlemini,
GÜÇ KAYNAĞI BAĞLANTISI: Bir cihazın veya sistemin ana enerji hattına veya yedek güç kaynağına (UPS, akü vb.) bağlanması işlemini,

GÜVENLİK İŞARETLERİ: Çalışma alanlarında veya binalarda tehlike, yasaklama, uyarı veya zorunluluk belirten görsel levhaları,

HAREKET (PIR) DEDEKTÖRÜ: Ortamdaki hareketleri algılayarak alarm veren pasif infraret dedektörleri,
HARİCİ VE DAHİLİ SİRENLER: Güvenlik ihlallerinde sesli uyarı veren iç ve dış mekân sirenlerini,

HIRSIZ İHBAR SİSTEMİ EKİPMANLARI: İzinsiz girişleri algılayarak alarm veren cihazları,
ISCO: Uluslararası Standart Meslek Sınıflamasını,

ISI VE DUMAN DEDEKTÖRÜ: Ortamdaki ısı veya duman seviyesindeki anormallikleri algılayarak yangın alarmı veren cihazları,

IŞIN TİPİ (BEAM) DEDEKTÖRLERİ: İki nokta arasında gönderilen ışınların kesilmesi durumunda alarm veren cihazları,
İSG: İş Sağlığı ve Güvenliğini,

İZLEME HEDEFLERİ: Sistemden toplanacak bilgilerin (örneğin enerji tüketimi, alarm durumu, sıcaklık vb.) hangi parametreleri izleyeceğini belirleyen hedefleri,

KAMERA ODAK AYARI: CCTV kameralarının net ve doğru görüş açısı elde etmesi için yapılan manuel veya otomatik odaklama işlemini,

KARTLI GEÇİŞ: Bir yapıda yetkilendirilmiş kişilere verilen, kapı, turnike, asansör gibi giriş noktalarında bulunan okuyuculara yaklaştırılarak veya geçirilerek giriş izni sağlayan manyetik şeritli, çipli veya RFID teknolojisi ile çalışan güvenlik sistemini,
KAYIT CİHAZLARI: Güvenlik amacıyla ortamın ses ve görüntüsünü kaydeden cihazları,
KEŞİF VE PROJE SÜRECİ: Bir tesis veya binada kurulacak sistemin ihtiyaçlarının belirlenmesi, yerinde incelenmesi ve buna göre proje çizilmesi sürecini,

KİŞİSEL KORUYUCU DONANIM (KKD): Kişilerce bir veya birden fazla sağlık ve güvenlik riskine karşı korunmak amacıyla giyilmek veya tutulmak üzere tasarlanmış ve imal edilmiş donanımı,
KOLLU BARİYER: Otopark veya tesis girişlerinde kullanılan, motorlu mekanizma ile açılıp kapanan kol sistemli bariyeri,

KONTROL PANELLERİ: Güvenlik sistemlerinin merkezi yönetim ve kontrolünü sağlayan panelleri,

KRİTİK SİSTEM İŞLEMLERİ: Güvenlik ve işletim açısından hayati öneme sahip olan işlemlerini,

LOOP KABLOLARI: Yangın algılama ekipmanlarında hat kopsa bile sistem çalışmaya devam edecek dedektör ve modülleri merkezi panele bağlayan kapalı devre kabloları,

MANYETİK KONTAK: Kapı veya pencerenin açılmasıyla devreden çıkan ve alarmı tetikleyen manyetik sensörleri,
OTOPARK SİSTEMİ: Araç giriş-çıkış kontrolü, plaka tanıma, ödeme veya kartlı geçiş gibi otomatik yönetim işlevleri sunan elektronik sistemi,
PANİK BUTONU: Acil durumlarda kullanıcının elle basarak yardım çağrısı yapmasını sağlayan butonu,
PERSONEL DEVAM KONTROL (PDKS) VE TURNİKE GEÇİŞ SİSTEMLERİ: Çalışanların giriş-çıkışlarını kontrol eden ve kayıt altına alan sistemleri,

PROJE: Bir ekibin, özgün bir yapı veya özgün bir proses üretim sistemini gerçekleştirmek üzere, başlangıcı ve bitişi belirli bir süre ve sınırlı bir finansman içinde, birtakım kaynaklar kullanarak, müşteri memnuniyetini, kaliteyi ve olası riskleri yönetmek koşuluyla, tanımlanmış teknik ve ticari hedefler doğrultusunda özgün bir planı başlatma, yürütme, kontrol etme ve sonuca bağlama sürecini,

PUANTAJ: Çalışanların mesai sürelerinin, giriş-çıkış saatlerinin, fazla mesai, izin, tatil ve diğer çalışma durumlarının kaydedilmesi ve bu verilerin işlenerek maaş, prim, ek ödeme gibi unsurların hesaplanmasında kullanılan bir rapor veya çizelgeyi, 

RAMAK KALA OLAY: İş yerinde meydana gelen, çalışan, iş yeri ya da ekipmanını zarara uğratma potansiyeli olduğu halde zarara uğratmayan olayı,
RİSK DEĞERLENDİRMESİ: İş yerinde var olan ya da dışarıdan gelebilecek tehlikelerin belirlenmesi, bu tehlikelerin riske dönüşmesine yol açan faktörler ile tehlikelerden kaynaklanan risklerin analiz edilerek derecelendirilmesi ve kontrol tedbirlerinin kararlaştırılması amacıyla yapılması gerekli çalışmaları,

RİSK: Tehlikeden kaynaklanacak kayıp, yaralanma ya da başka zararlı sonuç meydana gelme ihtimalini,

SAHA KEŞFİ: Kurulum öncesi alanda yapılan montaj güzergâhı, enerji kaynakları ve altyapı durumunu belirlendiği fiziksel inceleme ve ölçüm çalışmasını,

SES DAĞILIMI VE AKUSTIK HESAPLAMA: Acil anons ve konferans sistemlerinde kullanılan hoparlör yerleşimi ve güç hesapları yapılarak belli alanlarda homojen ses dağılımı sağlama işlemini,

SİREN VE FLAŞÖR: Tehlike anında sesli ve ışıklı uyarı veren cihazları,
SİSTEM ENTEGRASYONU: Farklı elektronik sistemlerin (yangın, güvenlik, CCTV, kartlı geçiş vb.) tek bir yönetim platformu üzerinden izlenip kontrol edilebilir hale getirilmesi işlemini,

SU BASMA DEDEKTÖRÜ: Su sızıntılarını algılayarak alarm veren dedektörleri,
SÜPERVIZYON KARTLARI: Acil anons sistemlerinde hattın sürekliliğini kontrol etmeye yarayan kartı,

TAHLİYE VE ANONS SİSTEMLERİ: Acil durumlarda bina tahliyesi için kullanılan sesli anons sistemlerini,

TEHLİKE: İş yerinde var olan ya da dışarıdan gelebilecek, çalışanı veya iş yerini etkileyebilecek zarar veya hasar verme potansiyelini,

TEKRARLAMA KONTROL PANELİ: Yangın alarm sistemlerinde ana kontrol panelinin verilerini ve alarm durumlarını uzak bir noktadan izlemeye, sistem üzerinde kontroller yapmaya, alarm susturma veya sıfırlama gibi işlemleri gerçekleştirmeye olanak tanıyan bir ara birimini,
TESİSAT VE YERLEŞİM PLANLARI: Bina içindeki tüm tesisatın ve güvenlik ekipmanlarının yerleşimini gösteren planları,

TOPRAKLAMA BAĞLANTISI: Elektrik tesisatında kaçak akımların güvenli şekilde toprağa iletilmesi için cihaz gövdelerinin veya sistem bileşenlerinin toprak hattına bağlanmasını,

TURNİKE SİSTEMİ: Personel veya ziyaretçi geçişlerini kontrol eden, kart, yüz tanıma veya parmak izi ile çalışabilen elektromekanik engel sistemini,
VERİ SAKLAMA VE KURTARMA: Veri kaybını önlemek için yedekleme ve geri yükleme işlemlerini kapsayan sistemleri,

YANGIN ALGILAMA SİSTEMİ: Dedektörler, butonlar ve sirenler aracılığıyla yangını tespit eden, alarm veren ve yangın kontrol paneline bilgi ileten sistemi,

ifade eder.
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YETERLİLİK BİRİMİ EKLERİ
EK [A1]-1: Yeterlilik Biriminin Kazandırılması için Tavsiye Edilen Eğitime İlişkin Bilgiler

Bu birim için aşağıda tanımlanan eğitim içeriğine sahip bir programın aday tarafından tamamlanması tavsiye edilir.

Eğitim İçeriği:

1. İş sağlığı ve güvenliği

1.1. İş sağlığı ve güvenliği ile ilgili yasal mevzuat ve işyerine ait kurallar

1.2. İş sağlığı ve güvenliği koruma ve müdahale araçları ve bunların kullanım özellikleri

1.3. Kişisel koruyucu donanımlar ve bunların kullanım özellikleri

1.4. Tehlike ve risk kavramları

1.5. Risk ve tehlike analizi

1.6. Risk faktörlerinin azaltılmasına yönelik uygulanacak önlemler

1.7. Acil durumlar ve acil durumlarda yapılacak işlemler

1.8. Alarm, uyarı işaret ve levhaları

1.9. Yangın ve yangından korunma

2. Çevre koruma ve kontrolü

2.1. Çevre ve çevre kirliliği

2.2. Çevre koruma önlemleri

2.3. Geri dönüşümlü malzemeler ve bu malzemelere yönelik yapılabilecek işlemler

2.4. Tehlikeli ve zararlı atıklar ve bunlara yönelik yapılabilecek işlemler

2.5. Üretimden kaynaklanan çevresel riskler ve uygulanacak önlemler

3. Kalite gereklilikleri

3.1. İşlem dokümantasyonu

3.2. Kalite yönetim sistemi gereklilikleri

3.3. İşlemler esnasında tutulan kayıtlar ve kayıt tutma

3.4. Hatalı ve arızalı durumlar

3.5. Hata ve arıza saptama yöntemleri

3.6. Hata ve arızaların giderilmesine yönelik işlemler
EK [A1]-2: Yeterlilik Biriminin Ölçme ve Değerlendirmesinde Kullanılacak Kontrol Listesi

a) BİLGİLER

	No
	Bilgi İfadesi
	UMS İlgili

Bölüm
	Yeterlilik Birimi 

Alt Öğrenme Kazanımı 
	Değerlendirme

 Aracı

	BG.1
	Çalışma ortamı ve yapılan işten kaynaklı tehlike ve riskleri sıralar. 
	A.1.1

A.1.4
	1.2
	T1

	BG.2
	Çalışma ortamında güvenli çalışma için uyulması gereken önlemleri sıralar. 
	A.1.1

A.1.4
	1.2
	T1

	BG.3
	Çalışma alanında bulundurulması gerekli iş sağlığı ve güvenliği koruma ve müdahale araçlarının doğru kullanım şekillerini işlevleriyle açıklar. 
	A.1.2
	1.2
	T1

	BG.4
	Çalışma ortamında iş sağlığı ve güvenliğinin sağlanmasına yönelik ekipman ve donanımların kullanım talimatlarını açıklar. 
	A.1.2
	1.1
	T1

	BG.5
	Çalışma ortamında bulunabilecek sağlık ve güvenlik işaretlerini açıklar. 
	A.1.2
	1.2
	T1

	BG.6
	Risk değerlendirmesi kavramını ve risk değerlendirmesi çalışmalarına bulunabileceği katkıyı açıklar. 
	A.1.2
A.1.7
	1.1
	T1

	BG.7
	Çalışma alanının iş sağlığı ve güvenliği açısından kontrol edilecek hususları açıklar.
	A.1.3

A.1.7
	1.2
	T1

	BG.8
	Ramak kala ve iş kazasına sebep olabilecek durum ve davranışları listeler
	A.1.4
	1.1
	T1

	BG.9
	Acil durum kavramını ve acil durumlarda uygulanacak prosedürleri açıklar.
	A.1.5

A.1.6
	1.1
	T1

	BG.10
	Üretim süreçlerinde meydana gelmesi olası çevresel risk ve tehlikeleri önlemleriyle açıklar. 
	A.2.1
A.2.5
	2.1
	T1

	BG.11
	İş süreçlerinde ortaya çıkan atık malzemelerin (kablolar ve benzeri) tasnif ve bertarafına yönelik prosedürleri açıklar. 
	A.2.2
…
A.2.4
	2.2
	T1

	BG.12
	İş süreçlerinde kalitenin sağlanmasına yönelik izlemesi gereken prosedürleri açıklar. 
	A.3

işlemleri
	3.1
	T1

	BG.13
	İş emirlerine uygun şekilde iş planlaması ve personel yönlendirme süreçlerini açıklar.
	B.1

B.2

B.3

İşlemleri
	3.2
	T1

	BG.14
	Çalışma ortamı düzeninin sağlanması ve gerekli araç gereç ve donanım temin süreçlerini açıklar.
	B.4

B.5

İşlemleri
	3.2
	T1

	BG.15
	Çalışma sonunda tutulan form ve kayıtlarla üst yönetime raporlama sureçlerini açıklar.
	B.6

B.7

İşlemleri
	3.2
	T1

	BG.16
	Diğer meslek elemanları ile çalışma süreçlerini açıklar.
	B.8 İşlemleri
	3.2
	T1

	BG.17
	Dijital arşivleme süreçlerini açıklar.
	B.9 İşlemleri
	3.2
	T1

	BG.18
	Ekibinin mesleki gelişimi için yapılacak faaliyetleri açıklar. 
	H.1
H.3

İşlemleri
	3.3
	T1

	BG.19
	Kişisel mesleki gelişimi ile ilgili faaliyetleri açıklar. 
	H.2
İşlemleri
	3.3
	T1


b) BECERİ VE YETKİNLİKLER
-
	..UY0…-5/B1 ACİL ANONS, YANGIN ALGILAMA VE İHBAR SİSTEMLERİ YETERLİLİK BİRİMİ

	1
	YETERLİLİK BİRİMİ ADI
	Acil Anons, Yangın Algılama ve İhbar Sistemleri

	2
	REFERANS KODU
	..UY0…-5/B1

	3
	SEVİYE
	5

	4
	KREDİ DEĞERİ
	-

	5
	A) YAYIN TARİHİ
	….

	
	B) REVİZYON NO
	00

	
	C) REVİZYON TARİHİ
	-

	6
	 YETERLİLİK BİRİMİNE KAYNAK TEŞKİL EDEN MESLEK STANDARDI

	25UMS0853-5 Elektronik Güvenlik Sistemleri Uzmanı (Seviye 5) Ulusal Meslek Standardı

	7
	 ÖĞRENME KAZANIMLARI

	Öğrenme Kazanımı 1: İSG, çevre ve kalite gerekliliklerini uygular.

Alt Öğrenme Kazanımları:

1.1: İş süreçlerinde iş sağlığı ve güvenliği kurallarını uygular.

1.2: İş sağlığı ve güvenliği için gerekli KKD’leri kullanır.
1.3: İş süreçlerinde çevre ve kalite gerekliliklerini açıklar.

Öğrenme Kazanımı 2: Acil Anons sistemi kurulumunu yapar.
Alt Öğrenme Kazanımları:
2.1: Keşif ve proje ön hazırlık süreçlerini açıklar.
2.2: Kurulum ve montajı yapar.
2.3: Test ve devreye alma işlemlerini yapar.
2.4: Teslimat ve raporlama süreçlerini açıklar.

2.5: Periyodik bakım süreçlerini ve planlamasını açıklar.

2.6: Arıza tespiti ve sorun giderme süreçlerini açıklar.
Öğrenme Kazanımı 3: Yangın algılama sistemi kurulumunu yapar.
Alt Öğrenme Kazanımları:

3.1: Keşif ve proje ön hazırlık süreçlerini açıklar.
3.2: Kablo bağlantılarını yapar.
3.3: Cihaz montajını yapar.
3.4: Fiziksel bağlantıları ve entegrasyonu yapar.

3.5: Devreye alma ve senaryo testlerini yapar.

3.6: Teslimat ve raporlama süreçlerini açıklar.

3.7: Periyodik bakım süreçlerini ve planlamasını açıklar.

3.8: Arıza tespiti ve sorun giderme süreçlerini açıklar.


	8
	 ÖLÇME VE DEĞERLENDİRME

	 8 a) Teorik Sınav

	Çoktan Seçmeli Sınav (T1): B1 birimine yönelik teorik sınav Ek B1-2’de yer alan “Bilgiler” kontrol listesine göre gerçekleştirilir. Teorik sınavda adaylara, en az yirmi dokuz (29) soruluk dört (4) seçenekli çoktan seçmeli ve her biri eşit puan değerinde yazılı sınav uygulanmalıdır. Çoktan seçmeli sorularla düzenlenmiş sınavda boş bırakılan veya yanlış cevaplandırılan sorulardan herhangi bir puan indirimi yapılmaz. Sınavda adaylara her soru için ortalama 1.5 dakika süre verilir. Sınavda soruların en az %70’ine doğru yanıt veren aday başarılı sayılır. Sınav soruları, bu birimde teorik sınav ile ölçülmesi öngörülen tüm bilgi ifadelerini (Ek B1-2) ölçmelidir.

	 8 b) Performansa Dayalı Sınav

	Performans Sınavı (P1-P2): B1 birimine yönelik performansa dayalı sınav Ek B1- 2’de yer alan “Beceri ve Yetkinlikler” kontrol listesine göre gerçekleştirilir. Beceri ve yetkinlikler kontrol listesinde aday tarafından başarılması zorunlu kritik adımlar belirlenir. Adayın, performans sınavından başarı sağlaması için kritik adımların tamamından başarılı performans göstermek koşuluyla sınavın genelinden asgari %80 başarı göstermesi gerekir. Performansa dayalı sınav gerçek veya gerçeğine uygun olarak düzenlenmiş çalışma ortamında gerçekleştirilir. Performansa dayalı sınavın süresi, belirlenen kapsamda, gerçek uygulama şartlarındaki süreye karşılık gelmelidir. Beceri ve yetkinlik ifadelerinin (Ek B1-2) tamamı performansa dayalı sınav ile ölçülmelidir.

	 8 c) Ölçme ve Değerlendirmeye İlişkin Diğer Koşullar

	Birim için öngörülen sınavların geçerlilik süresi sınavın başarıldığı tarihten itibaren 1 yıldır. Birimin elde edilebilmesi için başarılan sınav tarihleri arasındaki süre farkı bir yılı geçemez. Yeterlilik birimlerinin geçerlilik süresi birimin başarıldığı tarihten itibaren 2 yıldır. Adayın kendi ve diğer kişilerin can güvenliğini tehlikeye sokacak bir davranış göstermesi halinde sınava son verilir.
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	YETERLİLİK BİRİMİNİ DOĞRULAYAN
SEKTÖR KOMİTESİ 
	MYK Elektrik ve Elektronik Sektör Komitesi


YETERLİLİK BİRİMİ EKLERİ
EK [B1]-1: Yeterlilik Biriminin Kazandırılması için Tavsiye Edilen Eğitime İlişkin Bilgiler
Bu birim için aşağıda tanımlanan eğitim içeriğine sahip bir programın aday tarafından tamamlanması tavsiye edilir.

Eğitim İçeriği:

1. Temel Teknik Bilgi

1.1. Elektronik güvenlik sistemlerinin teknik özellikleri ve çalışma prensipleri

1.2. Elektrik – elektronik

1.3. Temel bilgisayar kullanımı
1.4. Tahliye ve anons sistemleri teknik özellikleri ve çalışma prensipleri

1.5. Ses ve görüntü cihazları teknik özellikleri ve çalışma prensipleri

1.6. Harici ve dahili sirenler
1.7. Yangın algılama ve uyarı sistem ekipmanları (ışın dedektörü, ısı, duman, kombine dedektörler, buton, siren, modül vb.)
2. Projelendirme ve Planlama

1.1. Tesisat ve yerleşim planları bilgisi

1.2. Elektronik güvenlik sistemlerinin kurulum tasarımı ve planlaması

1.3. Elektronik güvenlik sistemlerinde ağ bağlantısı ve uzaktan erişim planlaması

3. Kurulum ve Montaj

1.1. Kontrol panelleri kurulumu

1.2. Elektronik güvenlik sistemlerinde bağlantı ve montaj özellikleri
1.3. Elektronik cihazları yapılandırma
1.4. Sistem test yazılımları

4. Bakım ve Arıza Giderme

1.1. Bakım faaliyetleri ile ilgili sözleşme ve formlar

1.2. Güvenlik sistemlerinde periyodik bakım durumları ve bileşenleri

1.3. Arıza bildirim formlarını okuma ve analiz etme

1.4. Cihaz ve bağlantı arızalarını tespit etme ve giderme

1.5. Mekanik parça arızalarını tespit etme ve giderme

5. Veri, Yedekleme ve Güvenlik

1.1. Yedekleme sistemleri

1.2. Elle standart ve otomatik yedekleme

1.3. Veri saklama ve kurtarma

1.4. Veri güvenliği ve gizliliği ilkeleri

1.5. KVKK uyumluluğu

6. Sorun Giderme ve İşletme

1.1. Sorun giderme prosedürleri

1.2. Güç ve çevresel koşullar

1.3. Yazılım (firmware) hataları çözümleri

1.4. Veri iletimi ve bağlantıları

1.5. Dijital arşiv sorunları

7. Teknik Dokümantasyon ve Analiz

1.1. Teknik dokümanları okuma ve analiz etme

1.2. Elektronik güvenlik cihazlarının ve yazılımlarının teknik uygunluğunu analiz etme

8. Müşteri ve Operasyon Yönetimi

1.1. Müşteri ilişkileri

1.2. Kritik sistem işlemleri

EK [B1]-2: Yeterlilik Biriminin Ölçme ve Değerlendirmesinde Kullanılacak Kontrol Listesi

a) BİLGİLER

	No
	Bilgi İfadesi
	UMS İlgili

Bölüm
	Yeterlilik Birimi 

Alt Öğrenme Kazanımı 
	Değerlendirme

 Aracı

	BG.1
	İş süreçlerinde ortaya çıkan atıkların tasnif ve bertarafını açıklar.
	A.2.2
A.2.3
	1.3
	T1

	BG.2
	Acil anons sistemine ait projelerin kontrolünde dikkat edilecek hususları listeler.
	C.1.1
C.1.2

C.3.1

C.3.4
	2.1
	T1

	BG.3
	Acil anons sistemi kurulumu için gerekli ürün listesini sıralar.
	C.2.1

C.2.2
C.3.2

C.3.5
	2.1
	T1

	BG.4
	Acil anons sistemi için gerekli yedek güç hesabını açıklar.
	C.2.4
	2.1
	T1

	BG.5
	Kontrollerin proje uyumsuzluğu durumunda izlemesi gereken yolu açıklar.
	C.2.5
C.2.6

C.3.3
	2.1
	T1

	BG.6
	Dağınık yapıda kurgulanan Acil anons sistemlerinde kontrol edilmesi gereken yapılandırmaları açıklar.
	C.2.3
	2.1
	T1

	BG.7
	Acil anons sisteminin teslimi öncesi yapması gereken kontrolleri listeler.
	D.2.1
…
D.2.7
	1.3

2.4
	T1

	BG.8
	Acil anons sistemi kurulumu sonrası kullanıcıya vermesi gereken bilgi, belge ve eğitimleri listeler.
	D.2.8
	1.3

2.4
	T1

	BG.9
	Acil anons sistemi kurulumu sonrası kendi üstlerine teslim etmesi gereken bilgi, belge ve kayıtları listeler.
	D.2.8

D.2.9
	1.3

2.4
	T1

	BG.10
	Acil anons sistemi periyodik bakımında yer alan iş ve işlemleri açıklar.
	F.1.1
F.1.3

F.2.1
F.2.2

F.2.3

F.2.5

…
F.2.8
	2.5
	T1

	BG.11
	Acil anons sisteminin arıza tespiti için incelenmesi gereken yerleri açıklar.
	G.1 işlemi
	2.6
	T1

	BG.12
	Acil anons sisteminde yapılacak fiziksel kontrolleri listeler.
	G.2 işlemi
	2.6
	T1

	BG.13
	Acil anons sisteminde ses ve sistem testlerini açıklar.
	G.3.1
G.3.2
	2.6
	T1

	BG.14
	Acil anons sisteminde güç ve yedekleme testlerini açıklar.
	G.3.3
	2.6
	T1

	BG.15
	Acil anons sisteminde parça değişim gerekliliklerini açıklar.
	G.3.3
…
G.3.5
	2.6
	T1

	BG.16
	Acil anons sisteminde kayıt ve bilgilendirme süreçlerini açıklar.
	G.3.6
G.3.7
	2.6
	T1

	BG.17
	Yangın algılama sistemi kurulumuna başlamadan önce yapılacak hazırlık sürecinde incelemesi gereken belgeleri açıklar.
	C.1.1
C.2.1
	3.1
	T1

	BG.18
	Yangın algılama sistemi saha keşfinde dikkat edilmesi gereken hususları açıklar.
	C.1.2
…
C.2.3
	3.1
	T1

	BG.19
	Yangın algılama sistemi kullanılacak malzeme ve ekipmanların seçiminde dikkat edilmesi gereken hususları açıklar.
	C.2.4
C.2.5
	3.1
	T1

	BG.20
	Yangın algılama sistemi teslimi öncesi hazırlanacak dokümanları açıklar.
	D.2.8

D.2.9
	3.6
	T1

	BG.21
	Yangın algılama sistemi tesliminde kullanıcıya verilecek eğitim içeriğini açıklar.
	D.2.8
	3.6
	T1

	BG.22
	Yangın algılama sistemi kurulumu sonrası kullanıcıya teslim edilecek belge ve raporları listeler.
	D.2.8
	3.6
	T1

	BG.23
	Yangın algılama sistemi kurulumu sonrası üstlerine sunacağı rapor içeriğini açıklar.
	D.2.8

D.2.9
	3.6
	T1

	BG.24
	Yangın algılama sistemi periyodik bakım işlemindeki yedekleme süreçlerini açıklar.
	F.1.1
F.1.4

F.2.2
	3.7
	T1

	BG.25
	Yangın algılama sistemi görsel ve fiziksel kontrolleri listeler.
	F.2.1
F.2.5
F.2.7
	3.7
	T1

	BG.26
	Yangın algılama sistemi fonksiyonel testleri açıklar.
	F.2.4
	3.7
	T1

	BG.27
	Yangın algılama sistemi kontrol paneli incelemesinde dikkat edilecek hususları listeler.
	F.2.3
F.2.7
	3.7
	T1

	BG.28
	Yangın algılama sistemlerinde bakım periyodlarını yapılacak işlemleriyle listeler.
	F.2.6
	3.7
	T1

	BG.29
	Yangın algılama sistemi tipik arıza türlerini, olası sebeplerini çözüm yöntemleriyle listeler.
	G Görevi
	3.8
	T1


b) BECERİ VE YETKİNLİKLER
	No
	Beceri ve Yetkinlik İfadesi
	UMS İlgili

Bölüm
	Yeterlilik Birimi 

Alt Öğrenme Kazanımı 
	Değerlendirme Aracı

	BY.1
	Çalışma alanında ortam ve ekipmanın İSG’ye uygunluğunu kontrol eder.
	A.1.1
A.1.2

A.1.4
	1.1
	P1

	*BY.2
	Çalışmaya başlamadan once gerekli Kişisel Koruyucu Donanımları (KKD) kullanır.
	A.1.3
	1.2
	P1

	*BY.3
	Acil anons sisteminin kablolama projesini ve malzemelerin projeye uygunluğunu kontrol eder.
	D.1.1
D.1.2
	2.2
	P1

	BY.4
	Acil anons sisteminin ses dağılımı ve akustik hesaplamalarını doğrular.
	D.1.3
	2.2
	P1

	*BY.5
	Acil anons sistem merkezi montaj ve ara bağlantılarını yapar.
	D.1.4
	2.2
	P1

	*BY.6
	Acil anons sisteminin bölge hat çıkışlarında kısa devre ve empedans ölçümü yapar.
	D.1.3
	2.2
	P1

	BY.7
	Acil anons sisteminin hat sonu süpervizyon kartlarını kontrol eder.
	D.1.3
	2.2
	P1

	BY.8
	Acil anons sistemine müşteri tarafından verilen Acil durum anonslarını hazırlar.
	D.1.5
	2.2
	P1

	*BY.9
	Acil anons sistemine kayıtları ve senaryoyu yükler.
	D.1.5
	2.2
	P1

	BY.10
	Acil anons sistemi hat empedanslarını ölçerek konfigüransyona kaydeder.
	D.1.3
	2.3
	P1

	*BY.11
	Acil anons sistemiyle yangın ve deprem algılama entegrasyonlarını test eder.
	D.2.1
	1.3

2.3
	P1

	BY.12
	Acil anons sistemindeki tüm mikrofon ve ses kontrol anahtarlarının çalışmasını doğrular.
	D.2.5
	1.3

2.3
	P1

	BY.13
	Acil anons sisteminde müzik/canlı anons vererek tüm hoparlörleri test eder.
	D.2.5
	1.3

2.3
	P1

	BY.14
	Çalışma alanında ortam ve ekipmanın İSG’ye uygunluğunu kontrol eder.
	A.1.1

A.1.2

A.1.4
	1.1
	P2

	*BY.15
	Çalışmaya başlamadan once gerekli Kişisel Koruyucu Donanımları (KKD) kullanır.
	A.1.3
	1.2
	P2

	*BY.16
	Yangın algılama sistemi kablolama projesini ve malzemelerin projeye uygunluğunu kontrol eder.
	D.1.1
…
D.1.3
	3.2
	P2

	BY.17
	Kablo süreklilik ve izolasyon testlerini yapar.
	D.2.1

…
D.2.3
	3.2
	P2

	BY.18
	Isı ve duman dedektörleri mevzuata uygun yükseklik ve mesafelerde monte eder.
	D.1.4
	3.3
	P2

	BY.19
	Yangın algılama sistemi butonlarını monte eder.
	D.1.4
	3.3
	P2

	BY.20
	Yangın algılama siren ve flaşörleri uygun noktalara monte eder.
	D.1.4
	3.3
	P2

	*BY.21
	Yangın ve tekrarlama kontrol panelini güvenli ve erişilebilir noktalara sabitler.
	D.1.4
	3.3
	P2

	BY.22
	Yangın algılama sistemi cihazlarının adresleme/bölge(zone) numaralarını proje dokümanına işler.
	D.2.9
	3.3
	P2

	*BY.23
	Yangın algılama sistemi loop kablolarını panele bağlar.
	D.1.5
	3.4
	P2

	*BY.24
	Yangın algılama sistemi besleme bağlantısını yapar.
	D.1.5
	3.4
	P2

	BY.25
	Yangın algılama sistemi akü bağlantısını yaparak kapasite kontrolünü yapar.
	D.2.1

…
D.2.3
	3.4
	P2

	*BY.26
	Yangın algılama sistemi topraklama bağlantısını yapar.
	D.1.5
	3.4
	P2

	BY.27
	Yangın algılama sistemi ve Network/Bina Yönetim Sistemi (BYS) entegrasyonunu yapar.
	D.1.6
	3.4
	P2

	BY.28
	Yangın algılama sisteminin kablo sürekliliği, kısa devre, kopukluk testlerini yapar.
	D.2.1

…
D.2.3
	1.3

3.5
	P2

	BY.29
	Yangın algılama sisteminin tüm cihazlarını test eder.
	D.2.4
	1.3

3.5
	P2

	BY.30
	Yangın algılama sistemi senaryoları (kapı, damper, asansör kontrolü vb.) test eder.
	D.2.1

…
D.2.4
	1.3

3.5
	P2

	BY.31
	Yangın algılama panelinin arıza/yangın durumunda verdiği alarmın doğruluğunu kontrol eder.
	D.2.2
	1.3

3.5
	P2


(*) Performans sınavında başarılması zorunlu kritik adımlar. 
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	 YETERLİLİK BİRİMİNE KAYNAK TEŞKİL EDEN MESLEK STANDARDI

	25UMS0853-5 Elektronik Güvenlik Sistemleri Uzmanı (Seviye 5) Ulusal Meslek Standardı
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	 ÖĞRENME KAZANIMLARI

	Öğrenme Kazanımı 1: İSG, çevre ve kalite gerekliliklerine uygun çalışır.

Alt Öğrenme Kazanımları:

1.1: İş süreçlerinde iş sağlığı ve güvenliği kurallarını uygular.

1.2: İş süreçlerinde çevre koruma gerekliliklerini uygular.

1.3: İş süreçlerinde kalite gerekliliklerini uygular.

Öğrenme Kazanımı 2: CCTV Sistem kurulumu yapar.
 Alt Öğrenme Kazanımları:
2.1: Keşif ve projelendirme süreçlerini açıklar.
2.2: Malzeme seçimi ve tedarik süreçlerini açıklar.
2.3: Montaj öncesi hazırlık sürecini açıklar.
2.4: Montaj işlemini yapar.

2.5: Test ve devreye alma işlemini yapar.

2.6: Sistem teslimi ve eğitim süreçlerini açıklar.

2.7: Periyodik bakım süreçlerini ve planlamasını açıklar.

2.8: Arıza tespiti ve sorun giderme süreçlerini açıklar.

Öğrenme Kazanımı 3: Hırsız ihbar sistemi kurulumu yapar. 

Alt Öğrenme Kazanımları:

3.1: Keşif ve montaj öncesi proje hazırlık süreçlerini açıklar.

3.2: Montaj işlemini yapar.

3.3: Devreye alma testlerini yapar.

3.4: Teslimat ve raporlama süreçlerini açıklar.

3.5: Periyodik bakım süreçlerini ve planlamasını açıklar.
3.6: Arıza tespiti ve sorun giderme süreçlerini açıklar.


	8
	 ÖLÇME VE DEĞERLENDİRME

	 8 a) Teorik Sınav

	Çoktan Seçmeli Sınav (T1): B2 birimine yönelik teorik sınav Ek B2-2’de yer alan “Bilgiler” kontrol listesine göre gerçekleştirilir. Teorik sınavda adaylara, en az kırk bir (41) soruluk dört (4) seçenekli çoktan seçmeli ve her biri eşit puan değerinde yazılı sınav uygulanmalıdır. Çoktan seçmeli sorularla düzenlenmiş sınavda boş bırakılan veya yanlış cevaplandırılan sorulardan herhangi bir puan indirimi yapılmaz. Sınavda adaylara her soru için ortalama 1.5 dakika süre verilir. Sınavda soruların en az %70’ine doğru yanıt veren aday başarılı sayılır. Sınav soruları, bu birimde teorik sınav ile ölçülmesi öngörülen tüm bilgi ifadelerini (Ek B2-2) ölçmelidir.

	 8 b) Performansa Dayalı Sınav

	Performans Sınavı (P1-P2): B2 birimine yönelik performansa dayalı sınav Ek B2- 2’de yer alan “Beceri ve Yetkinlikler” kontrol listesine göre gerçekleştirilir. Beceri ve yetkinlikler kontrol listesinde aday tarafından başarılması zorunlu kritik adımlar belirlenir. Adayın, performans sınavından başarı sağlaması için kritik adımların tamamından başarılı performans göstermek koşuluyla sınavın genelinden asgari %80 başarı göstermesi gerekir. Performansa dayalı sınav gerçek veya gerçeğine uygun olarak düzenlenmiş çalışma ortamında gerçekleştirilir. Performansa dayalı sınavın süresi, belirlenen kapsamda, gerçek uygulama şartlarındaki süreye karşılık gelmelidir. Beceri ve yetkinlik ifadelerinin (Ek B2-2) tamamı performansa dayalı sınav ile ölçülmelidir.

	 8 c) Ölçme ve Değerlendirmeye İlişkin Diğer Koşullar

	Birim için öngörülen sınavların geçerlilik süresi sınavın başarıldığı tarihten itibaren 1 yıldır. Birimin elde edilebilmesi için başarılan sınav tarihleri arasındaki süre farkı bir yılı geçemez. Yeterlilik birimlerinin geçerlilik süresi birimin başarıldığı tarihten itibaren 2 yıldır. Adayın kendi ve diğer kişilerin can güvenliğini tehlikeye sokacak bir davranış göstermesi halinde sınava son verilir.
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	YETERLİLİK BİRİMİNİ GELİŞTİREN
KURUM/KURULUŞ(LAR)
	Bilişim, Güvenlik ve Elektronik İşverenleri Sendikası
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	YETERLİLİK BİRİMİNİ DOĞRULAYAN
SEKTÖR KOMİTESİ 
	MYK Elektrik ve Elektronik Sektör Komitesi


YETERLİLİK BİRİMİ EKLERİ
EK [B2]-1: Yeterlilik Biriminin Kazandırılması için Tavsiye Edilen Eğitime İlişkin Bilgiler
Bu birim için aşağıda tanımlanan eğitim içeriğine sahip bir programın aday tarafından tamamlanması tavsiye edilir.

Eğitim İçeriği:

1. Temel Teknik Bilgi

1.1. Elektronik güvenlik sistemlerinin teknik özellikleri ve çalışma prensipleri

1.2. Elektrik – elektronik

1.3. Temel bilgisayar kullanımı
1.4. Elektronik güvenlik kameraları

1.5. Ses ve görüntü cihazları teknik özellikleri ve çalışma prensipleri
1.6. Algılama ve hırsız ihbar sistemi ekipmanları (darbe sensörü, su basma dedektörü, panik butonu, manyetik kontak, hareket (PIR) dedektörü, ışın tipi(beam) dedektörü vb.)
2. Projelendirme ve Planlama

1.1. Tesisat ve yerleşim planları bilgisi

1.2. Elektronik güvenlik sistemlerinin kurulum tasarımı ve planlaması

1.3. Elektronik güvenlik sistemlerinde ağ bağlantısı ve uzaktan erişim planlaması

3. Kurulum ve Montaj

1.1. Kontrol panelleri kurulumu

1.2. Elektronik güvenlik sistemlerinde bağlantı ve montaj özellikleri
1.3. Elektronik cihazları yapılandırma
1.4. Sistem test yazılımları

4. Bakım ve Arıza Giderme

1.1. Bakım faaliyetleri ile ilgili sözleşme ve formlar

1.2. Güvenlik sistemlerinde periyodik bakım durumları ve bileşenleri

1.3. Arıza bildirim formlarını okuma ve analiz etme

1.4. Cihaz ve bağlantı arızalarını tespit etme ve giderme

1.5. Mekanik parça arızalarını tespit etme ve giderme

5. Veri, Yedekleme ve Güvenlik

1.1. Yedekleme sistemleri

1.2. Elle standart ve otomatik yedekleme

1.3. Veri saklama ve kurtarma

1.4. Veri güvenliği ve gizliliği ilkeleri

1.5. KVKK uyumluluğu

6. Sorun Giderme ve İşletme

1.1. Sorun giderme prosedürleri

1.2. Güç ve çevresel koşullar

1.3. Yazılım (firmware) hataları çözümleri

1.4. Veri iletimi ve bağlantıları

1.5. Dijital arşiv sorunları

7. Teknik Dokümantasyon ve Analiz

1.1. Teknik dokümanları okuma ve analiz etme

1.2. Elektronik güvenlik cihazlarının ve yazılımlarının teknik uygunluğunu analiz etme

8. Müşteri ve Operasyon Yönetimi

1.1. Müşteri ilişkileri

1.2. Kritik sistem işlemleri

EK [B2]-2: Yeterlilik Biriminin Ölçme ve Değerlendirmesinde Kullanılacak Kontrol Listesi

a) BİLGİLER

	No
	Bilgi İfadesi
	UMS İlgili

Bölüm
	Yeterlilik Birimi 

Alt Öğrenme Kazanımı 
	Değerlendirme

 Aracı

	BG.1
	CCTV sistemlerinde projelendirme/şartname aşamasında dikkat edilecek hususları listeler.
	C.1.1

C.1.2
	2.1
	T1

	BG.2
	CCTV sistemininin mekan keşfinde ve ürün seçiminde dikkat edilecek hususları listeler.
	C.1.1

C.1.2
	2.1
	T1

	BG.3
	CCTV sistemi için izleme hedeflerinin belirlenmesindeki kriterleri listeler.
	C.1.1

C.1.2
	2.1
	T1

	BG.4
	Kamera sayısı, tipi ve montaj noktalarının belirlenmesinde dikkat edilecek hususları açıklar.
	C.2.1
	2.1

2.2
	T1

	BG.5
	CCTV sistemi ışık koşulları analizinde dikkat edilecek hususları listeler.
	C.2.1

C.2.5
	2.1
	T1

	BG.6
	CCTV sistemi için görüntü kayıt süresi ve depolama ihtiyacının hesaplanmasını açıklar.
	C.2.1

C.2.2

C.2.4
	2.1

2.2
	T1

	BG.7
	CCTV sistemi için kablo güzergahları ve altyapı ile ilgili dikkat edilecek hususları listeler.
	C.2.3
	2.1

2.2
	T1

	BG.8
	CCTV sisteminin proje çizimi ve teklif hazırlama süreçlerini açıklar.
	C.2.1
	2.1
	T1

	BG.9
	CCTV sisteminin güç kaynakları ve UPS belirlenmesinde dikkat edilecek hususları açıklar.
	C.2.2

C.2.4
	2.2
	T1

	BG.10
	CCTV sistemindeki tüm cihazların sertifika ve garanti belgelerinin kontrolünde dikkat edilecek hususları açıklar.
	C.2.5

C.2.6
	2.2
	T1

	BG.11
	CCTV sisteminin montaj öncesi teknik ve malzeme hazırlığını açıklar.
	C.3.1

C.3.2
	2.3
	T1

	BG.12
	CCTV sisteminin montaj planlamasını açıklar.
	C.3.1

C.3.2
	2.3
	T1

	BG.13
	CCTV sisteminin kurulumu sonrası kullanıcı eğitimleri ve dokümantasyonunu açıklar.
	C.3.3

…
C.3.5
	2.6
	T1

	BG.14
	CCTV sisteminin kurulumu sonrası proje dokümanının uygulama sonrasıyla uyumunda dikkat edilecek hususları açıklar.
	C.3.3

…
C.3.5
	2.6
	T1

	BG.15
	CCTV sisteminin periyodik bakım ve servis planının hazırlanmasında dikkat edilecek hususları açıklar.
	C.3.3

…
C.3.5
	2.6
	T1

	BG.16
	CCTV sisteminin bakım periyotlarını ve içeriklerini açıklar.
	F.1 işlemi
	2.7
	T1

	BG.17
	CCTV sisteminin bakım işlemlerindeki görsel ve fiziksel kontrollerini açıklar.
	F.2.1

…
F.2.3
	2.7
	T1

	BG.18
	CCTV sisteminin bakım işlemlerindeki elektriksel ve sinyal kontrollerini açıklar.
	F.2.7
	2.7
	T1

	BG.19
	CCTV sisteminin bakım işlemlerindeki yazılım ve kayıt kontrollerini açıklar.
	F.2.4
	2.7
	T1

	BG.20
	CCTV sisteminin bakım işlemlerindeki temizlik yapılması gereken ekipmanları listeler.
	F.2.1

F.2.2
	2.7
	T1

	BG.21
	CCTV sisteminin bakım sonrası tutulması gereken form ve kayıtları listeler.
	F.2.2

F.2.3
	2.7
	T1

	BG.22
	CCTV sisteminin görüntü ile ilgili olası arızalarını çözümleriyle açıklar.
	G.1 İşlemi
	2.8
	T1

	BG.23
	CCTV sisteminin kayıtlar ile ilgili olası arızalarını çözümleriyle açıklar.
	G.2 ve G.3 İşlemi
	2.8
	T1

	BG.24
	CCTV sisteminin uzaktan erişim sorunlarını çözümleriyle açıklar.
	G.2 ve G.3 İşlemi
	2.8
	T1

	BG.25
	CCTV sisteminin alarm/hareket algılama hatalarını çözümleriyle açıklar.
	G.1 İşlemi
	2.8
	T1

	BG.26
	Hırsız ihbar sisteminin proje/şartname kontrolünde dikkat edilecek hususları açıklar.
	C.1 İşlemi
	3.1
	T1

	BG.27
	Hırsız ihbar sisteminin detaylı keşif gereken durumlarını listeler.
	C.1 İşlemi
	3.1
	T1

	BG.28
	Hırsız ihbar sistemi kurulumu için mahalin güvenlik ihtiyaçlarını belirlerken dikkat edilecek hususları listeler.
	C.2.1
	3.1
	T1

	BG.29
	Hırsız ihbar sisteminin montaj ve koruma planını oluşturururken dikkat edilecek hususları açıklar.
	C.2.2
	3.1
	T1

	BG.30
	Hırsız ihbar sisteminin altyapı tespitinde dikkat edilecek hususları listeler.
	C.2.3
	3.1
	T1

	BG.31
	Hırsız ihbar sisteminin yerleşim planı ve ürün listesi hazırlama sürecini açıklar.
	C.2 ve C.3 İşlemi
	3.1
	T1

	BG.32
	Hırsız ihbar sisteminin kurulumu sonrası kullanıcıya verilecek eğitim içeriğini açıklar.
	D.2.9
	3.4
	T1

	BG.33
	Hırsız ihbar sisteminin kurulum sonrası hazırlanacak doküman ve raporlarımı listeler.
	D.2.8

D.2.9
	3.4
	T1

	BG.34
	Hırsız ihbar sisteminin kurulum modundan çıkarılması için yapılması gerekenleri açıklar.
	D.2.7
	3.4
	T1

	BG.35
	Hırsız ihbar sisteminin bakımında yapılması gereken test ve ölçümleri listeler.
	F.1 İşlemi

F.2.1

F.2.5
	3.5
	T1

	BG.36
	Hırsız ihbar sisteminin bakımında yapılması gereken yazılım güncelleme işlemini açıklar.
	F.2.4

F.2.5
	3.5
	T1

	BG.37
	Hırsız ihbar sisteminin bakım sonrası tutulması gereken kayıt ve raporlarını açıklar.
	F.2.2

F.2.3

F.2.6
	3.5
	T1

	BG.38
	Hırsız ihbar sisteminin hata tespitinin yapılmasında kullanılacak yöntemleri açıklar.
	G.1 İşlemi
	3.6
	T1

	BG.39
	Hırsız ihbar sisteminin hata tespitinde yapılacak fiziksel kontrolleri ve sistem testlerini açıklar.
	G.2  ve G.3 İşlemi
	3.6
	T1

	BG.40
	Hırsız ihbar sistem arızasında parça değişimi gerektiğinde izlenecek prosedürü açıklar.
	G.2 İşlemi
	3.6
	T1

	BG.41
	Hırsız ihbar sisteminin arıza tespiti ve sorun giderme sonrasında hazırlanması gereken doküman ve raporlarını açıklar.
	G.3.6

G.3.7
	3.6
	T1


b) BECERİ VE YETKİNLİKLER
	No
	Beceri ve Yetkinlik İfadesi
	UMS İlgili

Bölüm
	Yeterlilik Birimi 

Alt Öğrenme Kazanımı 
	Değerlendirme Aracı

	BY.1
	Çalışma alanında ortam ve ekipmanın İSG’ye uygunluğunu kontrol eder.
	A.1.1

A.1.2

A.1.4
	1.1
	P1

	*BY.2
	Çalışmaya başlamadan önce gerekli Kişisel Koruyucu Donanımları (KKD) kullanır.
	A.1.3
	1.2
	P1

	*BY.3
	CCTV sisteminin kablolama ve altyapısını hazırlayarak numaralandırır.
	D.1.1
…
D.1.3
	2.4
	P1

	*BY.4
	CCTV sistemindeki kameraların fiziksel montajını yapar.
	D.1.4
	2.4
	P1

	*BY.5
	CCTV sisteminin kayıt cihazı ve ağ bağlantılarını yapar.
	D.1.5
	2.4
	P1

	BY.6
	CCTV sistemindeki kameraların doğru açı ve odak ayarlarını yapar.
	D.1.5
	2.4
	P1

	BY.7
	CCTV sistemindeki tüm kameraların görüntü, görüntü kalitesi ve gündüz/gece kontrollerini yapar.
	D.2.1

…
D.2.4
	1.3

2.5
	P1

	BY.8
	CCTV sisteminin kayıt cihazı kontrolünü yapar.
	D.2.1

…

D.2.4
	1.3

2.5
	P1

	BY.9
	CCTV sisteminin uzaktan erişim ve uygulama bağlantı kontrolünü yapar.
	D.2.5

…
D.2.7
	1.3

2.5
	P1

	*BY.10
	CCTV sisteminin olay kayıt ve geri oynatma kontrolünü yapar.
	D.2.6

D.2.7
	1.3

2.5
	P1

	BY.11
	CCTV sisteminin alarm/Hareket algılama senaryolarının kontrolünü yapar.
	D.2.1

…
D.2.4
	1.3

2.5
	P1

	BY.12
	Çalışma alanında ortam ve ekipmanın İSG’ye uygunluğunu kontrol eder.
	A.1.1

A.1.2

A.1.4
	1.1
	P2

	*BY.13
	Çalışmaya başlamadan önce gerekli Kişisel Koruyucu Donanımları (KKD) kullanır.
	A.1.3
	1.2
	P2

	*BY.14
	Hırsız ihbar sisteminin kablolama altyapısıyla ilgili işlemlerini yapar.
	C.1.1

C.1.2

C.2.3
	3.2
	P2

	*BY.15
	Hırsız ihbar sisteminin kontrol panelinin montajını yapar.
	D.1.1

…

D.1.4
	3.2
	P2

	*BY.16
	Hırsız ihbar sisteminin sirenlerini ve cihazlarını koruma planında belirlenen alanlara kurar.
	D.1.1

…
D.1.4
	3.2
	P2

	*BY.18
	Hırsız ihbar sisteminde adresleme ve tanımlamaları yapar.
	D.1.5

D.1.6
	3.2
	P2

	*BY.19
	Hırsız ihbar sisteminin tüm ekipmanlarını sistem test modundayken kontrol eder.
	D.2 İşlemi
	1.3

3.3
	P2


(*) Performans sınavında başarılması zorunlu kritik adımlar. 
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	 YETERLİLİK BİRİMİNE KAYNAK TEŞKİL EDEN MESLEK STANDARDI

	25UMS0853-5 Elektronik Güvenlik Sistemleri Uzmanı (Seviye 5) Ulusal Meslek Standardı

	7
	 ÖĞRENME KAZANIMLARI

	Öğrenme Kazanımı 1: İSG, çevre ve kalite gerekliliklerine uygun çalışır.

Alt Öğrenme Kazanımları:

1.1: İş süreçlerinde iş sağlığı ve güvenliği kurallarını uygular.

1.2: İş süreçlerinde çevre koruma gerekliliklerini uygular.

1.3: İş süreçlerinde kalite gerekliliklerini uygular.

Öğrenme Kazanımı 2:PDKS sistemi montajını yapar.
 Alt Öğrenme Kazanımları:
2.1: Keşif ve proje planlama süreçlerini açıklar.
2.2: Cihaz montajını yapar.
2.3: Elektrik ve ağ bağlantılarını yapar.

2.4: Sistemin yazılım kurulumunu yapar.

2.5: Sistemi test eder.

2.6: Sistem tesliminde uygulaması gereken işlem ve prosedürleri açıklar.

2.7: Arıza tespiti ve sorun giderme süreçlerini açıklar.
Öğrenme Kazanımı 3: Turnike ve Kartlı geçiş sistemi kurulumunu yapar.
Alt Öğrenme Kazanımları:
3.1: Projenin yerleşim ve altyapı hazırlık süreçlerini açıklar.
3.2: Turnikenin fiziksel montajını yapar.
3.3: Elektronik bağlantıları yapar.

3.4: Yazılımların kurulumunu yapar.

3.5: Test ve devreye alma işlemlerini yapar.

3.6: Periyodik bakım ve planlama süreçlerini açıklar.

3.7: Arıza tespiti ve sorun giderme süreçlerini açıklar.
Öğrenme Kazanımı 4: Otopark sistemi kurulumunu yapar.
Alt Öğrenme Kazanımları:
4.1: Montaj öncesi proje hazırlık süreçlerini açıklar.
4.2: Bariyer gövde ve kol montajını yapar.

4.3: Kollu bariyer sisteminin elektrik ve elektronik bağlantıları yapar.

4.4: Bariyer ayarlamalarını yapar.

4.5: Bariyer test işlemlerini yapar.

4.6: Kurulum sonrası teslim süreçlerini açıklar.

4.7: Bariyer sisteminin bakım ve bakım planması süreçlerini açıklar.

4.8: Bariyer sisteminde arıza tespiti ve sorun giderme süreçlerini açıklar.
4.9: Otopark sistemlerinde kullanılan farklı kapı/bariyer türlerini açıklar.


	8
	 ÖLÇME VE DEĞERLENDİRME

	 8 a) Teorik Sınav

	Çoktan Seçmeli Sınav (T1): B3 birimine yönelik teorik sınav Ek B3-2’de yer alan “Bilgiler” kontrol listesine göre gerçekleştirilir. Teorik sınavda adaylara, en az otuz dört (34) soruluk dört (4) seçenekli çoktan seçmeli ve her biri eşit puan değerinde yazılı sınav uygulanmalıdır. Çoktan seçmeli sorularla düzenlenmiş sınavda boş bırakılan veya yanlış cevaplandırılan sorulardan herhangi bir puan indirimi yapılmaz. Sınavda adaylara her soru için ortalama 1.5 dakika süre verilir. Sınavda soruların en az %70’ine doğru yanıt veren aday başarılı sayılır. Sınav soruları, bu birimde teorik sınav ile ölçülmesi öngörülen tüm bilgi ifadelerini (Ek B3-2) ölçmelidir.

	 8 b) Performansa Dayalı Sınav

	Performans Sınavı (P1-P2-P3): B3 birimine yönelik performansa dayalı sınav Ek B3- 2’de yer alan “Beceri ve Yetkinlikler” kontrol listesine göre gerçekleştirilir. Beceri ve yetkinlikler kontrol listesinde aday tarafından başarılması zorunlu kritik adımlar belirlenir. Adayın, performans sınavından başarı sağlaması için kritik adımların tamamından başarılı performans göstermek koşuluyla sınavın genelinden asgari %80 başarı göstermesi gerekir. Performansa dayalı sınav gerçek veya gerçeğine uygun olarak düzenlenmiş çalışma ortamında gerçekleştirilir. Performansa dayalı sınavın süresi, belirlenen kapsamda, gerçek uygulama şartlarındaki süreye karşılık gelmelidir. Beceri ve yetkinlik ifadelerinin (Ek B3-2) tamamı performansa dayalı sınav ile ölçülmelidir.

	 8 c) Ölçme ve Değerlendirmeye İlişkin Diğer Koşullar

	Birim için öngörülen sınavların geçerlilik süresi sınavın başarıldığı tarihten itibaren 1 yıldır. Birimin elde edilebilmesi için başarılan sınav tarihleri arasındaki süre farkı bir yılı geçemez. Yeterlilik birimlerinin geçerlilik süresi birimin başarıldığı tarihten itibaren 2 yıldır. Adayın kendi ve diğer kişilerin can güvenliğini tehlikeye sokacak bir davranış göstermesi halinde sınava son verilir.
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	YETERLİLİK BİRİMİNİ GELİŞTİREN
KURUM/KURULUŞ(LAR)
	Bilişim, Güvenlik ve Elektronik İşverenleri Sendikası
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	YETERLİLİK BİRİMİNİ DOĞRULAYAN
SEKTÖR KOMİTESİ 
	MYK Elektrik ve Elektronik Sektör Komitesi


YETERLİLİK BİRİMİ EKLERİ
EK [B3]-1: Yeterlilik Biriminin Kazandırılması için Tavsiye Edilen Eğitime İlişkin Bilgiler
Bu birim için aşağıda tanımlanan eğitim içeriğine sahip bir programın aday tarafından tamamlanması tavsiye edilir.

Eğitim İçeriği:

1. Temel Teknik Bilgi

1.1. Elektronik güvenlik sistemlerinin teknik özellikleri ve çalışma prensipleri

1.2. Elektrik – elektronik

1.3. Temel bilgisayar kullanımı
1.4. Otopark, bariyer ve otomatik kapı sistemleri teknik özellikleri ve çalışma prensipleri

1.5. Kartlı ve turnike geçiş sistemleri ve Personel Devam Kontrol (PDKS) sistemleri teknik özellikleri ve çalışma prensipleri
1.6. HGS yazılımları bilgisi

2. Projelendirme ve Planlama
2.1. 
Tesisat ve yerleşim planları bilgisi
2.2. Elektronik güvenlik sistemlerinin kurulum tasarımı ve planlaması
2.3. Elektronik güvenlik sistemlerinde ağ bağlantısı ve uzaktan erişim planlaması

3. Kurulum ve Montaj

3.1. Kontrol panelleri kurulumu

3.2. Elektronik güvenlik sistemlerinde bağlantı ve montaj özellikleri

3.3. Elektronik cihazları yapılandırma

3.4. Sistem test yazılımları

4. Bakım ve Arıza Giderme

4.1. Bakım faaliyetleri ile ilgili sözleşme ve formlar

4.2. Güvenlik sistemlerinde periyodik bakım durumları ve bileşenleri

4.3. Arıza bildirim formlarını okuma ve analiz etme

4.4. Cihaz ve bağlantı arızalarını tespit etme ve giderme

4.5. Mekanik parça arızalarını tespit etme ve giderme

5. Veri, Yedekleme ve Güvenlik

5.1. Yedekleme sistemleri
5.2. Elle standart ve otomatik yedekleme
5.3. Veri saklama ve kurtarma
5.4. Veri güvenliği ve gizliliği ilkeleri
5.5. KVKK uyumluluğu

6. Sorun Giderme ve İşletme

6.1. Sorun giderme prosedürleri

6.2. Güç ve çevresel koşullar

6.3. Yazılım (firmware) hataları çözümleri

6.4. Veri iletimi ve bağlantıları

6.5. Dijital arşiv sorunları

7. Teknik Dokümantasyon ve Analiz

7.1. Teknik dokümanları okuma ve analiz etme

7.2. Elektronik güvenlik cihazlarının ve yazılımlarının teknik uygunluğunu analiz etme

8. Müşteri ve Operasyon Yönetimi

8.1. Müşteri ilişkileri

8.2. Kritik sistem işlemleri
EK [B3]-2: Yeterlilik Biriminin Ölçme ve Değerlendirmesinde Kullanılacak Kontrol Listesi

a) BİLGİLER

	No
	Bilgi İfadesi
	UMS İlgili

Bölüm
	Yeterlilik Birimi 

Alt Öğrenme Kazanımı 
	Değerlendirme

 Aracı

	BG.1
	İşletmede PDKS kurulumu yapılacak noktaları belirlemede dikkat edilecek hususları listeler.
	E.2.1
	2.1
	T1

	BG.2
	PDKS sistemi cihazlarının (kart okuyucu, parmak izi okuyucu, yüz tanıma terminali vb.) monte edileceği noktaları belirlerken dikkat edilmesi gereken hususları listeler.
	E.2.2
	2.1
	T1

	BG.3
	PDKS sisteminde altyapı ile ilgili kontrol edilecek hususları açıklar.
	E.2.3
	2.1
	T1

	BG.4
	PDKS sistem kurulumu sonrası yapılması gereken testleri listeler.
	E.2.6
	2.6
	T1

	BG.5
	PDKS sistem kurulumu sonrası verilecek eğitim içeriğini açıklar.
	E.2.6
	2.6
	T1

	BG.6
	PDKS sistemindeki cihazın açılmaması durumunda uygulanabilecek çözümleri listeler.
	G.2 İşlemi
	2.7
	T1

	BG.7
	PDKS sisteminin ağ bağlantısı sorunları ile ilgili çözümleri listeler.
	G.2 İşlemi
	2.7
	T1

	BG.8
	PDKS sistemi cihaz (Kart/Parmak/Yüz Tanıma) okuma sorunları ile ilgili çözümleri açıklar.
	G.2 İşlemi
	2.7
	T1

	BG.9
	PDKS sistemi veri aktarım sorunları ile ilgili çözümleri açıklar.
	G.2 İşlemi
	2.7
	T1

	BG.10
	PDKS sistemindeki turnike veya kapının açılmaması durumunda yapılacak kontrolleri açıklar.
	G.2 İşlemi
	2.7
	T1

	BG.11
	PDKS sistemide yazılım ile ilgili sorunların sebeplerini çözümleriyle listeler.
	G.3 İşlemi
	2.7
	T1

	BG.12
	Turnike ve kartlı geçiş sistemi kurulumu öncesinde yapılması gereken yerleşim ve altyapı hazırlığını açıklar.
	E.2.1
E.2.2
	3.1
	T1

	BG.13
	Turnike ve kartlı geçiş sistemleri periyodik bakım sürelerini açıklar.
	F Görevi
	3.6
	T1

	BG.14
	Turnike ve kartlı geçiş sistemi mekanik bakım sürecindeki işlemleri açıklar.
	F.2 İşlemi
	3.6
	T1

	BG.15
	Turnike ve kartlı geçiş sistemi elektronik bakım işlerini listeler.
	F.2.7
	3.6
	T1

	BG.16
	Turnike ve kartlı geçiş sisteminin bakım sürecinde temizlenmesi gereken noktaları listeler.
	F.2.1
F.2.2
	3.6
	T1

	BG.17
	Turnikenin açılma-kapanma arızasının nedenlerini çözümleriyle açıklar.
	G.2 İşlemi
	3.7
	T1

	BG.18
	Turnike ve kartlı geçiş sisteminde kart okuyucu problemlerinin sebeplerini çözümleriyle açıklar.
	G.2 İşlemi
	3.7
	T1

	BG.19
	Turnike ve kartlı geçiş sisteminde acil durumlarda serbest geçişin çalışmaması durumunda çözümleri açıklar.
	G.2 İşlemi
	3.7
	T1

	BG.20
	Turnike ve kartlı geçiş sisteminde yazılımın kayıt yapmaması durumunda çözümleri açıklar.
	G.3 İşlemi
	3.7
	T1

	BG.21
	Otopark sisteminin montaj öncesi uygun yer seçimi kriterlerini sıralar.
	E.1.1
	4.1
	T1

	BG.22
	Otopark sisteminin kurulumu yapılacak bariyer sistemine uygun elektrik hattı ihtiyacını ve kontrolünü açıklar. 
	E.1.1

E.1.2
	4.1
	T1

	BG.23
	Otopark sisteminin sensör ve aksesuar altyapısı için yapılması gereken hazırlıklarını açıklar.
	E.1.1
E.1.2
	4.1
	T1

	BG.24
	Otopark sisteminin bariyer gövde temeli için ihtiyaç olan gereksinimlerini listeler.
	E.1.1
E.1.3
	4.1
	T1

	BG.25
	Otopark sisteminde yazılım ve entegrasyon işlemlerini açıklar. 
	E.1.6
	4.6
	T1

	BG.26
	Otopark sisteminin kurulum sonrası fiziksel ve yazılımsal kontrolleri yaparak kullanıcıya aktarılması gereken bilgileri açıklar.
	E.1.6
	4.6
	T1

	BG.27
	Otopark sisteminde kollu bariyer sisteminin temizlik ve görsel bakımında yapılan işlemleri açıklar.
	F.1 ve F2 İşlemi
	4.7
	T1

	BG.28
	Otopark sisteminin mekanik sistem bakımını açıklar.
	F.2 İşlemi
	4.7
	T1

	BG.29
	Otopark sisteminin elektrik ve elektronik bakımını açıklar.
	F.2 İşlemi
	4.7
	T1

	BG.30
	Otopark sisteminin sensör ve emniyet sistemleri bakımını açıklar.
	F.2 İşlemi
	4.7
	T1

	BG.31
	Otopark sisteminde bariyerin açılmama/kapanmama arızasının nedenlerini çözümleriyle açıklar. 
	G.1 ve G.2 işlemi
	4.8
	T1

	BG.32
	Otopark sisteminde bariyer kolunun yarıda kalma arızasının nedenlerini çözümleriyle açıklar.
	G.1 ve G.2 işlemi
	4.8
	T1

	BG.33
	Otopark sisteminde kumanda veya kart arızasının nedenlerini çözümleriyle açıklar.
	G.1 ve G.2 işlemi
	4.8
	T1

	BG.34
	Otopark sistemlerinde kullanılan farklı kapı/bariyer türlerinin çalışma prensibini açıklar.
	E Görevi MB ve UB-1
	4.9
	T1


b) BECERİ VE YETKİNLİKLER
	No
	Beceri ve Yetkinlik İfadesi
	UMS İlgili

Bölüm
	Yeterlilik Birimi 

Alt Öğrenme Kazanımı 
	Değerlendirme Aracı

	BY.1
	Çalışma alanında ortam ve ekipmanın İSG’ye uygunluğunu kontrol eder.
	A.1.1

A.1.2

A.1.4
	1.1
	P1

	*BY.2
	Çalışmaya başlamadan once gerekli Kişisel Koruyucu Donanımları (KKD) kullanır.
	A.1.3
	1.2
	P1

	BY.3
	PDKS sisteminin montajı için ihtiyacı olan malzemeleri kontrol eder.
	E.2.3
E.2.4
	2.2
	P1

	*BY.4
	PDKS sistemi duvar tipi cihazı dübel ve vida ile güvenli şekilde sabitler.
	E.2.5
	2.2
	P1

	*BY.5
	PDKS sistemini turnike sistemine kablolamasını yapar.
	E.2.5
	2.2
	P1

	*BY.6
	PDKS sistemi bağlantılarının (Güç kaynağı, ağ bağlantısı ve varsa RS485/USB) kablolamasını yapar.
	E.2.5
	2.2
	P1

	*BY.7
	PDKS sistemi güç kaynağı bağlantısını yapar
	E.2.5
	2.3
	P1

	BY.8
	PDKS sistemi ağ bağlantısını (Network kablosu switch ya da modem/router ) yapar
	E.2.5
	2.3
	P1

	BY.9
	PDKS sistemi yazılımını bilgisayara kurar.
	E.2.6
	2.4
	P1

	*BY.10
	PDKS sistemindeki cihazlarla yazılım arasındaki bağlantıyı test eder.
	E.2.6
	2.4
	P1

	BY.11
	PDKS sistemime kullanıcı bilgilerini KVKK çerçevesinde (personel adı, departman, kart/parmak izi kaydı) yükler.
	E.2.6
	2.4
	P1

	*BY.12
	PDKS sisteminin personel giriş-çıkışlarını örneklem üzerinden kontrol eder.
	E.2.6
	1.3

2.5
	P1

	BY.13
	PDKS sistemi raporlama modüllerini (mesai, puantaj, vardiya, fazla mesai vb.) kontrol eder.
	E.2.6
	1.3

2.5
	P1

	BY.14
	Çalışma alanında ortam ve ekipmanın İSG’ye uygunluğunu kontrol eder.
	A.1.1

A.1.2

A.1.4
	1.1
	P2

	*BY.15
	Çalışmaya başlamadan once gerekli Kişisel Koruyucu Donanımları (KKD) kullanır.
	A.1.3
	1.2
	P2

	*BY.16
	Turnike ve kartlı geçiş sisteminin turnike gövdesini dübel ve vida ile beton zemine sabitler.
	E.2.5
	3.2
	P2

	BY.17
	Turnike kollarını ve mekanik aksamlarının montajımı yapar.
	E.2.5
	3.2
	P2

	*BY.18
	Turnikeye topraklama hattı bağlar.
	E.2.5
	3.3
	P2

	BY.19
	Turnikeyi kart okuyucu, parmak izi cihazı veya yüz tanıma cihazı ile entegre eder
	E.2.6
	3.3
	P2

	BY.20
	Turnike ve kartlı geçiş sisteminde kontrol kartı (panel) ile cihazlar arasındaki bağlantıyı yapar.
	E.2.6
	3.3
	P2

	*BY.21
	Turnike ve kartlı geçiş sisteminde alarm durumunda turnikenin serbest geçişe açılması için acil durum hattına bağlantı yapar.
	E.2.6
	3.3
	P2

	BY.22
	Turnike ve kartlı geçiş sisteminin personel kayıtlarını KVKK kuralları çerçevesinde (kart, parmak izi, yüz tanıma) sisteme tanımlar.
	E.2.6
	3.4
	P2

	BY.23
	Turnike ve kartlı geçiş sisteminde müşteri isterlerine göre (Giriş-çıkış izinleri, puantaj, vardiya saatleri ve raporlama seçenekleri) yazılım üzerinden ayarlama yapar.
	E.2.6
	3.4
	P2

	BY.24
	Turnike ve kartlı geçiş sisteminde turnike yönlerini (tek yön / çift yön) test eder.
	E.2 İşlemi
	1.3

3.5
	P2

	BY.25
	Turnike ve kartlı geçiş sisteminde yetkili kartla geçiş denemesi yapar.
	E.2 İşlemi
	1.3

3.5
	P2

	BY.26
	Turnike ve kartlı geçiş sisteminde acil durum serbest geçişi kontrol eder.
	E.2 İşlemi
	1.3

3.5
	P2

	BY.27
	Turnike ve kartlı geçiş sisteminde raporlama yazılımı ile kayıt kontrolünü yapar.
	E.2 İşlemi
	1.3

3.5
	P2

	BY.28
	Çalışma alanında ortam ve ekipmanın İSG’ye uygunluğunu kontrol eder.
	A.1.1

A.1.2

A.1.4
	1.1
	P3

	*BY.29
	Çalışmaya başlamadan once gerekli Kişisel Koruyucu Donanımları (KKD) kullanır.
	A.1.3
	1.2
	P3

	BY.30
	Otopark sisteminin bariyer gövdesini önceden hazırlanmış ankrajlara oturtur.
	E.1.5
	4.2
	P3

	*BY.31
	Terazi ile yatay ve dikey konum ayarını yapar.
	E.1.5
	4.2
	P3

	BY.32
	Montajı yapılan ekipmanların civatalarını sıkarak sabitliğini kontrol eder.
	E.1.5
	4.2
	P3

	BY.33
	Otopark sistemi gövde kapağını açarak kol ve yay sistemini kontrol eder.
	E.1.5
	4.2
	P3

	BY.34
	Otopark sisteminde kolun ağırlık merkezine gore yay gerginliğini ayarlar.
	E.1.5
	4.2
	P3

	BY.35
	Otopark sisteminin destek ayağı veya lastik tampon montajını yapar.
	E.1.5
	4.2
	P3

	*BY.36
	Otopark sisteminin besleme bağlantısını yapar.
	E.1.5
	4.3
	P3

	BY.37
	Otopark sisteminin fotosel bağlantısını yapar.
	E.1.5
	4.3
	P3

	BY.38
	Otopark sisteminin loop dedektör bağlantısını yapar.
	E.1.5
	4.3
	P3

	BY.39
	Otopark sisteminin manuel buton/kart okuyucu bağlantısını yapar.
	E.1.5
	4.3
	P3

	BY.40
	Bariyerin açma-kapama süresini ayarlar.
	E.1.5
	4.4
	P3

	BY.41
	Bariyerin yay gerginliğini ayarlar.
	E.1.5
	4.4
	P3

	*BY.42
	Otopark sisteminin sensör ve güvenlik testlerini yapar.
	E.1.6
	1.3

4.5
	P3

	BY.43
	Otopark plaka tanıma sistemi yazılımına plaka kaydı yapar.
	E.1.6
	4.4
	P3


(*) Performans sınavında başarılması zorunlu kritik adımlar. 
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